
Bromley Hall Internet Acceptable Use Policy 

This policy governs the use of Bromley Hall's Internet service by all residents, guests, and 
connected devices. Use of the service implies acceptance of this policy. 
 
Users must not engage in high-bandwidth activities that unreasonably impact other 
tenants' access, such as continuous large file downloads or unauthorized streaming 
services. 

 

Tenants May NOT: 

1. Break the law 

o Use the Internet for illegal purposes or to access illegal content. 

2. Share harmful or offensive content 

o Post, send, or receive threats, harassment, obscenity, or defamation. 

3. Spread harmful software 

o Distribute viruses, worms, Trojan Horses, or other harmful programs. 

4. Violate copyright 

o Download or share copyrighted material without permission. 

5. Send bulk or junk email (SPAM). 

6. Hide or fake your identity online 

o Includes “spoofing” or using false identifying information. 

7. Hack or invade privacy 

o Attempt to access data or systems without permission. 

8. Cause charges to Bromley Hall from third parties. 

9. Resell or share the Internet service 

o Includes sharing account information or passwords. 

 

Important Notes 

• Bromley Hall does not pre-screen online content but may block or limit access to 

anything that violates this policy. 

• Tenants are responsible for the content they access. Use at your own risk. 

• Bromley Hall is not responsible for accuracy, privacy, or quality of online information. 

• By using our Internet service, you agree to: 

o Hold Bromley Hall harmless for content you access. 

o Allow Bromley Hall to monitor its service and share information if required by 

law or operations. 

• All assigned IP addresses remain the property of Bromley Hall and may only be used as 

intended. 

 


